ABSTRACT. By affecting business strategies and consumers’ behavior, the wide-scale use of algorithms, prediction machines and blockchain technology is currently challenging the suitability of several legal rules and notions which have been designed to deal with human intervention. In the specific sector of antitrust law, the question is arising on the adequacy of the traditional doctrines sanctioning anticompetitive cartels to tackle coordinated practices which, in the absence of an explicit “meeting of the minds” of their participants, may be facilitated by algorithmic processes adopted, and eventually shared, by market actors. The main concern in these cases, discussed both at regulatory and academic level, derives from the general observation that while the traditional concept of collusive agreement requires some form of mutual understanding among parties, nowadays decision-making of firms is increasingly transferred to digitalized tools. Moving on from these premises, the paper investigates the impact that the rules applicable to the conclusion of (smart) contracts may have, from an antitrust law perspective, in the detection and regulation of anticompetitive practices.
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1. **Introduction**

There’s a red thread linking together the foundational elements of contracts, as comparatively detectable in modern systems of law, and the more specific notion of cartels or concerted practices, that is of interest for antitrust experts: both of these disciplines have as their basis some form of mutual understanding between parties aimed at coordinating the behavior of two or more subjects according to a certain “common meeting of the mind”\(^1\).

In dealing with juridical rules depending on the existence and on the nature of the psychic states of the agents, a modern approach to the juridical phenomenon starts from the recognized impossibility of actually scrutinizing the inner forum of single individuals and (even more clearly) legal entities, and therefore of grounding certain technical notions – such as that of agreement – on purely subjective and intellectual elements\(^2\).

In this regard, the abandonment of the nineteenth-century theories inspired by the dogma of the will goes hand in hand with the progressive emergence of an array of external indices on the basis of which legal systems have been prompt to consider the presence and the substantive content of a promise exchanged among the parties\(^3\). As a significant example, the standard rules on the formation of the contract offer a very effective representation of the close interdependence that exists between the legally binding manifestations of the will and the techniques available to legal subjects to mutually exchange information and communications\(^4\).

In this context, the most recent diffusion of digital technologies and
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1 On the different possible ways interrelation between contracts (as a primary manifestation of private autonomy) and regulatory tools (as those provided for by antitrust law), it appears still useful the analysis of C.R. SUNSTEIN, *Paradoxes of the Regulatory State*, in «University of Chicago Law Review», 57, n. 2, 1997, pp. 407-441.


automatized processes represents only the latest form of manifestation of an evolutionary path that has always called the interpreter to adapt the operational consequences of a pre-juridical notion, such as that of agreement, to the particular forms and tools available to the parties which mutually express their positions and, ultimately, their consent. At the same time, the development of transactions based on the operation of algorithms, such as those that characterize smart contracts (especially when powered by blockchain technology), may appear so disconnected from human activity as to question the very premise of the discourse, namely that at the basis of a given legal effect there is an agreement between two or more subjects, inspired (at least indirectly) by their individual determination.

In this framework, the intensive application of algorithmic technologies in entrepreneurial transactions is more recently raising peculiar issues from the point of view of antitrust law, where some form of conscious coordination between undertakings is considered necessary in order to trigger the enforcement mechanisms meant to sanction anticompetitive practices. It then becomes crucial for legal theorists and public bodies to examine the relationship between the meeting of the mind and the meeting of algorithms, in order to clarify whether the latter is (or should be treated as) a modern substitute for the former, or whether there is still room to ground on the free determination of market-actors the results of an entrepreneurial activity based on the automation granted by digital processes.

The article proceeds as follows. Section (2) sets the scene of the analysis by describing how digital technologies are currently challenging legal remedies commonly applied by antitrust authorities against anticompetitive cartels; Section (3) looks at the issue through the more traditional lens of contract theories, which allow to widen the
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investigation with a parallelism taken from the constitutive elements of agreement, commonly understood as an essential condition for a valid transaction. Section (4) concludes the analysis with a preliminary assessment of the main policy options that are currently animating, both at regulatory and academic level, the debate on a need to reform some of the foundational doctrines of antitrust law.

2. **New challenges to antitrust law**

Because antitrust rules have been designed to deal with human facilitation of coordination, they require some form of mutual understanding among firms looking at the means of communication used by players in order to coordinate, while mere interdependent conduct or collusion without communication (conscious parallelism) is lawful.

In particular, the caselaw has clarified that, irrespective of the form, the existence of an agreement requires ‘a concurrence of wills’ on the implementation of a policy, “the pursuit of an objective, or the adoption of a given line of conduct on the market”, the form in which it is manifested being unimportant so long as it constitutes the faithful expression of the parties’ intention⁷, or a “meeting of minds”, “a unity of purpose or a common design and understanding,” as well as “a conscious commitment to a common scheme”⁸.

Further, in the EU it has been introduced the concept of concerted practices, defined as any direct or indirect contacts intended to influence the conduct of other firms, with the aim of filling potential gaps by precluding coordination between firms which, «without having reached the stage where an agreement, properly called, has been concluded, knowingly substitutes practical co-operation between them for the risks of
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competition»9. Moreover, in order to tackle forms of coordination which are intermediate between agreements and conscious parallelism, courts have intervened in case of plus factors and facilitating practices (such as price announcements and information exchanges).

Nonetheless, given that under certain conditions oligopolists can coordinate their business behaviors without entering into an arrangement, antitrust authorities have traditionally struggled with tacit collusion. Therefore, the very notion of agreement has been questioned because deemed to be too formalistic, hard to make operational, and unconnected with the modern theory of oligopoly. Notably, it has been suggested to reform the agreement requirement by interpreting it as applicable to all interdependent behavior that is successful in producing oligopoly prices10.

In this framework, the wide-scale use of algorithms and the emergence of blockchain technology are currently posing even growing challenges to antitrust practitioners and experts.

2.1 **Collusion by algorithms**

Pricing algorithms, i.e. algorithms that use price as an input and/or use a computational procedure to determine price as an output11, may make explicit collusive agreements more stable, by making it easier to monitor prices, thereby limiting the incentives to deviate or helping to detect deviations, and they may promote new forms of tacit collusion by triggering automatized coordination independently of any human intervention and even autonomously learning to play collusive strategies (so-called algorithmic collusion).

The main concern posed to regulatory bodies is that algorithms (in particular,
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self-learning algorithms) may amplify the oligopoly problem expanding the grey area between unlawful explicit collusion and lawful tacit collusion by coordinating independently of human intervention and even autonomously learning to collude without communicating with one another.\(^\text{12}\)

Two approaches have emerged within the law and economics literature. According to a first strand, algorithmic collusion represents a realistic scenario and may eventually disrupt antitrust law.\(^\text{13}\) In contrast, other scholars highlight the lack of evidence downplaying algorithmic collusion as merely speculative and further arguing that the expanding use of algorithms raises familiar issues to antitrust enforcers that are well within the existing canon.\(^\text{14}\)

Policy makers and competition authorities have endorsed a wait-and-see approach so far. According to the UK Competition and Markets Authority (CMA),


Algorithmic pricing is more likely to exacerbate ‘traditional’ risk factors facilitating collusion in markets which are already susceptible to human coordination. In a similar vein, the French and German antitrust authorities, as well as the UK Digital Competition Expert Panel, have concluded that, in the situations considered so far, the current legal framework is sufficient to tackle possible competitive concerns.

The European Commission, instead, appeared ready to endorse a proactive approach. Indeed, it published an open public consultation on the need for a new competition tool that allows intervention when a structural lack of competition prevents the market from functioning properly, such as oligopolistic market structures with an increased risk for tacit collusion, including markets featuring increased transparency due to algorithm-based technological solutions. However, in the proposal presented in December 2020, the planned new competition tool has been folded into the Digital Markets Act and apparently watered down into market investigations that will allow the Commission to update the obligations for gatekeepers and design remedies to tackle systematic infringements of the Digital Markets Act rules.

Therefore, at this stage a complete reshape of the current antitrust has been considered exaggerated. After all, antitrust authorities have been already able to tackle the algorithmic-facilitated coordination in some scenarios. Indeed, antitrust authorities have detected cartels implemented thanks to the use of dynamic pricing algorithms, i.e. software designed to monitor market changes and automatically react adjusting conspirators’ prices in order to avoid eventual undercuts. Admittedly, in this scenario,
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19. See European Commission, 24 July 2018, Case AT.40465 (Asus), AT.40469 (Denon & Marantz), AT.40181 (Philips), AT.40182 (Pioneer); UK Competition and Markets Authority, 12 August 2016, Case 50223, Online sales.
the algorithms play a secondary role serving as a mere tool to facilitate and enforce an explicit coordination already established between humans, hence it is not problematic to evaluate these conducts within the standard definition of agreement and concerted practice.

However, as previously mentioned, pricing algorithms may also lead to tacit coordination and may extend tacit collusion beyond the boundary of oligopoly. In particular, the collusive outcome may be reached via third party algorithms, companies could unilaterally use algorithms to facilitate conscious parallelism, and finally self-learning algorithms may even autonomously collude.

Under the first hypothesis, competitors adopt the same algorithmic pricing model and third-party providers of algorithm services act as a hub in a so-called hub-and-spoke scenario, allowing a coordination without the need of direct communication or contact between the companies. And the CMA has considered this hypothesis of conspiracy as the most immediate risk. Nonetheless, it poses competition issues that could be addressed under existing antitrust rules. Indeed, according to the caselaw, because it is the rim that connects the spokes, proof of a hub-and-spoke cartel requires evidence of a horizontal agreement among the spokes (the so-called rim requirement), being discussed the level of knowledge required to the spokes, i.e. awareness or just foreseeability.

Nonetheless, two additional hypotheses appear more troublesome from the perspective of the antitrust enforcement. Notably, companies may unilaterally design pricing algorithms to react to rivals’ pricing or may rely on algorithms which, learning by themselves, may arrive at tacit coordination, without the need for any human intervention and without communicating with one another. In the former case, because algorithms have been designed to respond intelligently to the conduct of competitors, the mere interaction of algorithms increases the likelihood of reaching a conscious
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21 See, e.g., Case C-74/14, Eturas UAB and others v. Lietuvos Respublikos konkurencijos taryba [2016] 4 CMLR 19; United States v. Apple, Inc. (The eBook Case), 791 F.3d 290 (2nd Cir. 2015).
parallelism, without requiring companies to engage in any communication\textsuperscript{22}. Hence, the question for antitrust enforcers is whether this algorithmic interaction may constitute a form of coordination (algorithmic communication), facilitated for instance by signalling practices. In the latter case, because there is no human intervention and no communication between algorithms, it may be even questioned the possibility to attribute their conduct to a firm.

Against this backdrop, it comes as no surprise that the growing use of algorithms in business decision-making has reinvigorated the debate about the need to revisit the antitrust notion of agreement.

\textbf{2.2 Collusion by blockchain}

Rather than debating on algorithmic collusion, a recent strand of literature urges to investigate the potential anticompetitive use of blockchain technology\textsuperscript{23}. Indeed, the antitrust enforcement is designed to tackle issues where market power is centralized, consequently it appears at odds with decentralization\textsuperscript{24}.

As the argument goes, while algorithmic collusion remains old wine in new bottles, i.e. a new way of implementing well-known practices, blockchain-based collusion, especially when it involves the use of smart contracts, changes the nature of collusion creating an almost infinite number of possibilities for antitrust infringement\textsuperscript{25}.


\textsuperscript{24} CATALINI and TUCKER, ‘Antitrust and Costless Verification: An Optimistic and a Pessimistic View of Blockchain Technology’.

\textsuperscript{25} SCHREPEL, ‘Collusion by Blockchain and Smart Contracts’.
Further, by allowing the implementation of agreements whose constraint stems from cryptographic rules, blockchain and smart contracts transform collusion into a cooperative game strengthening trust and stability among colluders. Therefore, blockchain solutions may create fundamental issues for antitrust facilitating both the sharing of sensitive information and the implementation of anticompetitive agreements.

This perspective has caught the attention of the U.S. antitrust enforcers. As recently acknowledged by Makan Delrahim, former Chief of the Antitrust Division at the U.S. Department of Justice, even though blockchain technology offers tremendous potential value, there is potential for misuse of well-crafted blockchain solutions26.

In contrast, some scholars call for a cautionary approach pointing out that, although the blockchain may create additional possibilities to reach and protect collusive outcomes, the underlying theories are not new and this is not the case that the technology itself is illegal but rather the use that the parties make of it27.

In order to assess the potential anticompetitive risks brought by the blockchain technology, it is useful to distinguish the case in which a collusive outcome is reached or facilitated due to the participation to a blockchain consortium from the case in which users of the blockchain codify their collusive agreement in a smart contract.

The former scenario reflects the traditional concerns about horizontal co-operation agreements which may lead to the sharing of sensitive information, hence it should be tackled by antitrust authorities pursuant to the general principles for the assessment of the exchange of information28. In this regard, it has been noted that private/permissioned blockchains require more attention than public/permission-less


blockchains. Although a public blockchain offers an enhanced data visibility, at the same time it is opened to everyone’s participation which lowers the risk of collusion. A private blockchain, instead, allows, participants to get exclusive and secure access to potentially relevant information. Nonetheless, in both the hypothesis a blockchain consortium would merely represent a new technological means to facilitate collusion by exchanging information. Against this backdrop, the added value of the blockchain technology is represented by the possibility to ensure the authenticity of the information, hence reinforcing the confidence among colluding parties, and to allow a better monitoring of the collusive agreement thanks to the real-time recording of transactions.

More problematic from the antitrust enforcement perspective appears the use of blockchain coupled with smart contracts. Indeed, this combination may sustain the collusive outcome and improve its stability by making the terms of the agreement immutable without the consent of all the users and by automating the execution of the collusion, i.e. automatically activating side payments when certain conditions are met and punishments upon deviations.

However, the combination of blockchain and smart contracts is not only able to sustain an explicit collusion by efficiently enforcing an agreement, but it may also facilitate tacit collusion. Notably, in order to execute the smart contract under certain conditions, the parties need to feed it with external data which allow to trigger the provisions of the contract and which are provided by “oracles”, i.e. programs retrieving and verifying external data through methods such as web APIs or market data feeds. The members of a blockchain consortium may choose to rely on each other as record keepers for the oracle service, hence improving the monitoring of participants’ behavior. Therefore, it has been argued that, by generating decentralized consensus, blockchain inevitably leads to greater knowledge of aggregate business condition on the blockchain, which can foster tacit collusion among sellers.


30 DENG, ‘Smart Contracts and Blockchains: Steroid for Collusion?’.

31 CONG and HE, ‘Blockchain Disruption and Smart Contacts’.

THE EVOLVING (?) CONCEPT OF AGREEMENT IN THE AGE OF ALGORITHMS
3. **Looking for a legally relevant agreement. Sketches from contract law**

Reduced to the bone, the vivid debate recently evolved in the antitrust sector can be traced back to a fundamental question: under what conditions can a tacit or factual understanding among two or more market actors be said to exist and to be legally relevant? After all, the positions advocating for a necessary revision of traditional antitrust remedies all seem to take the move from the perceived difficulty of framing into the concept of agreement – traditionally understood as meeting of the minds – more sophisticated forms of inter-individual coordination facilitated by an automatized, and thus depersonalized, meeting of algorithms\(^{32}\).

Read in this light, general private law theories may offer a contribution to the discussion, considering in particular that the element represented by the parties’ common intention stems as a standard requirement for the validity and efficacy of any bi- or multi-lateral legal transaction, to the point of being frequently presented as inherently connected to the very definition of what a ‘contract’, in juridical terms, is\(^{33}\).

Though a detailed comparative scrutiny of single national laws on such foundational aspects would go far beyond the scope of this article\(^{34}\), it appears nonetheless useful for our analysis to resort to the general indications coming from major pieces of model law, here considerable as expression of the shared roots and approaches detectable, at least from an academic perspective, throughout the jurisdictions of the Western legal tradition\(^{35}\).

Starting from the common core of European systems, Art. 2:101, para. 1, of the Principles of European Contract Law (PECL) is particularly clear in stating that
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«[a] contract is concluded if: (a) the parties intend to be legally bound, and (b) they reach a sufficient agreement», with this latter element identified in presence of terms that “have been sufficiently defined by the parties so that the contract can be enforced, or can be [otherwise] determined” (Art. 2:103). The substantial identification of the notion of contract with the requirement of agreement is even more explicit in the text of the Draft Common Frame of Reference (DCFR), according to which “[a] contract is an agreement which is intended to give rise to a binding legal relationship or to have some other legal effect” (Art. II. – 1:101). On the other side of the Atlantic Ocean, the Restatement (Second) of the Law of Contracts issued by the American Law Institute, though clarifying that the notion of agreement (i.e. a “manifestation of mutual assent on the part of two or more persons”) «has in some respects a wider meaning than contract» (§ 3), defines this latter concept as «a promise or a set of promises for the breach of which the law gives a remedy, or the performance of which the law in some way recognizes as a duty» (§ 1), in this way giving relevance to the «manifestation of intention to act or refrain from acting in a specified way» as expressed by the promisor and addressed to the promisee (§§ 2.1-3). On a same tune, the Uniform Commercial Code (UCC) defines the “Contract”, as «the total legal obligation that results from the parties' agreement» (§§ 1-201(12)), considering this latter element as «the bargain of the parties in fact, as found in their language or inferred from other circumstances, in-
cluding course of performance, course of dealing, or usage of trade» (§§ 1-201(3))\(^{41}\).

While these introductory notes confirm that the legal validity of a contract ubiquitously mandates a series declarations (or expressions) of will communicated, and eventually shared, by the contractors, it must nonetheless be stressed that the approach taken by legal systems in the application of these agreement-related requirements operates without any considerations of their concrete understanding and of the actual intentions the parties\(^{42}\). Indeed, irrespectively of the way by which each single jurisdiction formalizes this point in its blackletter rules, the test adopted by courts and contractual interpreters to ascertain the presence of a binding juridical act, and to identify its relevant terms, rests on a merely external standard, based on the indications ascribable to materialized expressions, or other conducts, of the would-be parties, and without the need (and even the abstract possibility) of giving weight to their subjective states of mind\(^{43}\).

As put by Lord Clarke in a relevant precedent of English contract law, “[w]hether there is a binding contract depends not upon [the parties’] subjective state of mind, but upon a consideration of what was communicated between them by words or conduct, and whether that leads objectively to a conclusion that they intended to create legal relations”\(^{44}\). In more general terms, this is the core idea detectable at the bottom of the guiding principle of the “objective theory of contract”: «[T]he intentions of the parties to a contract or alleged contract are to be ascertained from their words and conduct rather than their unexpressed intentions»\(^{45}\). Transposed to the notion of agreement, this approach «necessarily dictates that there is no absolute requirement of a subjective meeting of the minds»\(^{46}\), being it only possible for a third party judge to
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\(^{41}\) Uniform Commercial Code, Art. 1. General Provisions, Part II.


\(^{43}\) Peel, Treitel on The Law of Contract, para. 1-002, explicitly defines a purely subjective approach as simply “un-workable.”

\(^{44}\) RTS Flexible Systems Ltd v Molkerei Alois Müller GmbH & Co KG4, [2010] UKSC 14, 45.


\(^{46}\) In these exact terms, M. Furmston and G. Tolhurst, Contract Formation: Law and Practice (2nd ed., Oxford:
rely on how a reasonable individual would understand and interpret the evidence of what the parties said and did. These general points have concrete impacts on several operational aspects of contract regulation, starting from the fundamental issue of its conclusion: at what condition is it possible to treat a mutual understanding of two or more individuals as a valid and binding contract?

### 3.1 The objective approach to contractual agreement: Applications in contract formation

The more traditional way through which the juridical analysis materializes the requirement of the consent applies a conventional procedure which links together the exchange of an offer (with which the offeror univocally indicates its intention to be bound to definite contractual conditions), with the correlative acceptance by the offeree.

Though a number of scholars stresses that this method of discovering the existence and content of an agreement is not always consistent with modern commercial dynamics, and may result in an inappropriate tool when it comes to unveil the real will of the contractors, it must be noted that its application still appears effective in caselaw, where it operates as a flexible and reliable model, that has also proven capable of being adapted to the technological changes of the twentieth century (telex, fax, the advent of the Internet and email).
A closer look at the operational rules which inspire the concrete application of this procedural test shows that while its historical origins were inextricably connected with the ambition to identify an actual meeting of the minds of the contracting parties, modern system of laws assigns greater importance to practical and equitable considerations. It is only on these latter grounds that is possible to understand, just to list a couple of relevant examples: (a) the so-called “postal rule”, according to which English law considers the acceptance valid and binding already from the moment of its shipment, and thus treats the contract as validly concluded even in the absence of an actual knowledge by the offeror of the positive response by the offeree; (b) the stricter limits posed by modern legal systems to the power of revocation of the offer, inspired by the rational of safeguarding to the reliance of the offeree, and less justifiable from a purely subjective perspective, rooted on the intention of the offeror.

Consistently with this line of reasoning, it is today widely accepted that the presence of a consent among two or more individuals may be identified and evidenced not only through the formal exchange of explicit statements, but, among other means, by any form of conduct that is capable of showing agreement. The rule has been traditionally applied in commercial contexts, as in cases of a prompt acceptance implied in the immediate performance rendered by the offeree, or in scenarios of prolonged negotiations resulting in mutual performance, even in the absence of an identifiable formal meeting of offer and acceptance.
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55 See Art. 2:204 PECL and Art. II-4:204 DCFR, which identically state that «[a]ny form of statement or conduct by the offeree is an acceptance if it indicates assent to the offer». On a same tune, see Unidroit Principles on International Commercial Contracts (2016), Art. 2.1.1; American Law Institute, Restatement of The Law Second, Contracts (1981), § 19; UCC, § 2-204 («A contract for sale of goods may be made in any manner sufficient to show agreement, including conduct by both parties which recognizes the existence of such a contract»).

As it will be discussed in the following paragraph, when transposed to modern negotiation settings, the application of this latter rule appears potentially apt to coordinate the traditional juridical approach to contract formation with more problematic issues recently discussed in the light of the growing diffusion of computerized transaction protocols capable of automatically executing the terms of a contract.  

3.2 The objective approach to the agreement-requirement and the smart contract

Confronted with the always increasing number of digitally automatized transactions concluded on daily bases in a heterogeneous series of market contexts, legal scholars have started questioning the compatibility of these innovative forms of ‘contracts’ with the traditional private law doctrines.  

As for what it is here at stake, the idea of a contract whose terms are encoded in algorithmic language and that is capable of being ‘smartly’ (i.e. automatically) executed at the mere objective detection of a pre-defined triggering factor (operating as a kind of “digital condition precedent”), might at first sight seem to deprive of its traditional value a standard requirement such as that of a meeting of the minds, that would be no longer effectively shared by the interested individuals. Specifying this argument through an exemplary remark, one may wonder whether the programming code through which the smart contract is designed may actually represent an “understandable language” supporting, in credible terms, a mutual understanding.

57 According to the well-known definition of ‘smart contract’ elaborated by Nick Szabo with specific reference to the case of the vending machine (see N. SZABO, ‘Smart contracts’ (1994) <www.fon.hum.uva.nl/rob/Courses/InformationInSpeech/CDROM/Literature/LOTwinterschool2006/szabo.best.vwh.net/smart.contracts.html>).  


between the contracting parties\textsuperscript{61}.

At closer look, notwithstanding the undoubtful fascination that may be generated by the idea of contracts concluded and performed without the need of any human intervention, at the present stage of development these digital tools do not seem to greatly differ from old-fashioned analogical contracts, at least as for what concerns the legally relevant elements mandated for their valid formation (e.g. “offer and acceptance procedures, consideration, intention to create legal relations, and capacity”)\textsuperscript{62}.

Indeed, although the academic debate is more recently focusing on a possible future development of systems capable to autonomously conclude negotiations, drafting contractual clauses on the basis of available (big) data and constantly adapting their content through machine learning technologies\textsuperscript{63}, the current praxis of smart contract is not associated with (nor requires the interventions of) artificial intelligence\textsuperscript{64}, but rather operates in a strictly deterministic way, with the automatic fulfilment of the specific obligations correlated to the set of conditions encoded in the software\textsuperscript{65}. In

\textsuperscript{61} We\textsuperscript{b}er, ‘Smart Contracts’, 304-305, who, though observing that “[i]n real life, parties do indeed not often fully understand the programming language of a smart contract (and thereby its contents)”, is nonetheless willing to conclude that “[p]ersons who enter into a smart contract accept the binding force of the technical conditions even if they do not really understand all details of the technology.”


\textsuperscript{65} See M. Cannarsa, ‘Interpretation of Contracts and Smart Contracts: Smart Interpretation or Interpretation of Smart Contracts?’ (2018) 26 European Review of Private Law 773. This latter aspect is at the bottom of the often cited statement that challenges the “smartness” of a smart contract, focusing on its rigid operation according to the IF-THEN parameter, incapable of adapting the programmed performance to relevant contextual circumstances (see on this aspect E. Mik, ‘Smart Contracts: Terminology, Technical Limitations and Real World Complexity’ (2017)
more explicit terms, this implies that the automatized process through which the operating system executes a digital performance (“smart contract code”) does not affect the juridical characters of the underlying agreement that binds the legal subjects (“smart legal contract”).

On these very grounds, it is today a consideration shared by a large strand of legal scholars that the peculiarities (and benefits) of smart contracts can be appreciated mainly in the light of their possible “self-execution” and “self-enforcement”. Other founding doctrines of the law of contract – and in particular those concerning the element of the agreement, and of the process of detection a binding “meeting of the minds” among its parties – appear to be largely less affected by the impact of digital technologies.

A perfect exemplification of this line of reasoning may be identified in the model rules on contract formation provided for in the latest version of the Unidroit Principles on International Commercial Contracts, updated in 2016. In line with the general approach detectable in modern legal systems, this soft law instrument not only considers it possible to ascertain the presence of a mutual consent «by conduct of the parties that is sufficient to show agreement» (Art. 2.1.1), but then explicitly refers to the notion of “parties’ conduct” to cases “where the parties agree to use a system capable of setting in motion self-executing electronic actions leading to the conclusion of a contract without the intervention of a natural person”.
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*Law Innovation & Technology* 269).


69 Unidroit Principles on International Commercial Contracts (2016), Art. 2.1.1, Comment 3 and Illustration:
With these considerations in mind, it is possible to turn back to the implications of digital contracts and, more in general, algorithmic based transactions, in the sector of antitrust law.

4. **Instead of a conclusion: So what in antitrust law?**

From an antitrust law perspective, the main concern posed by the growing application of smart technologies regards the possibility to increase the achievement of tacit collusion. Indeed, even if smart technologies were able to better support explicit collusive outcomes, these scenarios can be still scrutinized under current antitrust provisions. In those cases, algorithms and blockchains merely represent new tools that allow undertakings to efficiently reach and protect a coordination which however is established between humans and belongs to them. Hence, the challenge for the authorities is to detect and prove elements showing a coordination among firms, but relevant theories and notions are not threatened by the emergence of new technologies as such. Vice versa, whether these technologies were fit for fostering tacit collusion or even generating new forms of conscious parallelism, they would critically expand the blind spot of antitrust enforcement. Indeed, as illustrated, competition law challenges the means used by market players to reach a collusive outcome, rather than prohibiting collusion as such.

Against this backdrop, the debate in antitrust circles crucially depends on the reliability of the evolutions of algorithmic collusion as a realistic scenario and the eventual remedies to deploy.

As far as the technological substance of smart contracts and blockchains will continue to operate according to the deterministic logic that inspires it today (under the «Automobile manufacturer A and components supplier B set up an electronic data interchange system which, as soon as A's stocks of components fall below a certain level, automatically generates orders for the components and executes such orders. The fact that A and B have agreed on the operation of such a system makes the orders and performances binding on A and B, even though they have been generated without the personal intervention of A and B»).
IF-THEN parameter of execution, stimulated by a digitalized triggering factor), settled hermeneutical tools nowadays available to the interpreter, analyzed in this article also from a purely contract-law perspective, do not seem to be qualitatively altered. Rather, standard factors commonly applied for the detection of a binding agreement appear still suited to identify cases where the collusive intention of the parties may be ascertained, even in the absence of an explicit intention, as an objective evidence implicitly derivable by their conducts (e.g. the deliberate reliance of two or more market actors on a certain common software or program, applied as a shared pricing-strategy tool).

On these grounds, the wait-and-see approach that has been up to now assumed by national antitrust authorities (and ultimately also by the EU Commission) in the evaluation of possible amendments to existing competition rules and doctrines stands as a logic corollary of the observation that algorithmic pricing, as we currently know it, is more likely to exacerbate traditional risk factors, than to have a disruptive impact on competition law⁷⁰.

As lucidly suggested by Margrethe Vestager already in 2017⁷¹, all the previous considerations shall not be understood as an invitation to disregard possible future technological developments, underestimating the importance of being ready to tackle innovative issues raised by algorithms that, rather than working as mere tools in the hands of humans, will be instead capable of autonomously coordinating among themselves, and learning over time to collude.

At the same time, even assuming that science fiction scenario as a credible future reality, it appears highly questionable that the main focus of a perspective reform of antitrust law should then be put on the legal notions of agreement, and on a necessary extension of its scope capable of encompassing not just “meeting of the minds” but also “meeting of algorithms”. As our analysis has shown, such a radical revision would appear not only inconsistent with the current operational aspects of the agreement-related requirements (which, even in a traditional approach to contract law, cannot be intended

in a strictly subjective way), but it would probably also prove unhelpful to keep the practice at stake within the traditional antitrust boundaries, since it should be first and foremost investigated whether, and at what conditions, the conduct of a deep learning system could be ascribed to firms or natural persons. If algorithmic collusion emerges as a real concern, then tacit collusion would become. Therefore, rather than wrestling on the notion of agreement, the debate should be focused on the appropriateness of a regulatory intervention aimed at forbidding collusive outcomes as such, regardless of the means used and of a finding of mutual understanding.

However, the age of digital smart collusion is not arrived yet and is even not foreseeable for the next future. In the meantime, collusive attempts through smart technologies appropriately belong to the regular business-as-usual antitrust enforcement, hence they do not require any reshape of current rules and theories.